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According to a preset layer-7 protocol type matching rule, perform
depth packet inspection DPI processing on a traffic flow of a service, S101
so as to obtain a DPI processing result, or according to a preset layer-3 /
or layer-4 protocol type matching rule, perform shallow packet
inspection SPI processing on a traffic flow of a service, so as to obtain
an SPI processing result

\\‘\v

S102
According to the DPI/SPI result and the preset matching rule, /
determine a service quality attribute parameter of the service

Determine whether the quality attribute parameter is the same as a / S103

quality attribute parameter of an existing bearer, and if different, create
a dedicated bearer for the service

FIG. 1
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UE eNodeB MME Serving GW PDl\II GwW

S201: Perform DPI/SPI on a
traffic flow of a service, so as to
obtain a DPI/SPI processing
result

|
$202: According to the DPI/SPI
result and the preset matching
rule, determine a QCI, an ARP,
a GBR, and an MBR

|
S203: Determine whether the
QCI and ARP arc the same as
those of a default bearer, if they
are different, perform S204

S204: Create a dedicated bearer for the service

$205: The S-GW sends a create dedicated bearer request to the
MME

$206: The MME initiates a session control reqﬁest to the eNodeB

¢ .
S207: The eNodeB sends an RRC connection
reconfiguration message to the UE

- 1 \

S208: The UE sends an RRC connection
reconfiguration complete message to the UE

L |

| > |
S209: The eNodeB sends a dedicated bearer setup
response to the MME to acknowledge bearer activation
|

$210: The UE sends a session control request response to the eNodeB
|

»
\ "]

S211: The eNodeB sends the session control response message to the MME
|
S212: The Serving GW receives the create dedicated bearer response
of the MME, and creates an S1-U dedicated bearer with the eNodeB
>

S213: The Serving GW sends a create bearer response to the PDN GW

L [
\ |

FIG. 2
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UE eNodeB MME Serving GW PDN GW
I
S301: Perform DPI on a traffic
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| | [
S306: The Serving GW sends the update bearer request to the MME
| | N |
5307: The MME sends the update bearer request to
the eNodeB, so as to request updating the bearer
| [ |
S308: The eNodeB sends an RRC connection reconfiguration
message to the UE, so as to request modifying a radio bearer
[ |
[ | |
S309: The UE acknowledges completion of radio bearer modification
\ »! ‘
\ gl
S310: The eNodeB returns a bearer modify response to the MME
| " |

S3 1‘ 1: The UE sends a session control request response to the eNodeB

»
[ gl ‘
S312: The eNodeB sends a update bearer response message to the MME

| > | |
S313: The MME sends the update bearer response message to the Serving GW

S314: The Serving GW sends the update bearer response message to the PDN GW
| | | | >

FIG. 3
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UE e¢NodeB MME Serving GW PDN GW PCRF

8501: Perform DPI on a traffic
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obtain a DPI processing result
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result, generate a rule of the
service and QoS information
of the service

|
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|
S504: The PCRF dehvers a preset pohcy to the PDN GW
SSOS Create dedlcated bearer -

-¢

|
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Processing module 601

Service quality attribute parameter determining module 602

Dedicated bearer creating module 603

FIG. 6
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Processing module 601

Service quality attribute parameter determining module 602

Dedicated bearer creating module 603

Service quintet acquiring unit 6031

Dedicated bearer creating unit 6032

Existing bearer update module 604

First service quintet acquiring unit 6041

First existing bearer update unit 6042

Existing bearer update module 605

Second service quintet acquiring unit 6051

Second existing bearer update unit 6052

Dedicated bearer deletion module 606

FIG.7
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Processing module 701

Service quality attribute parameter determining module 702

Dedicated bearer creating module 703

FIG. 8
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METHOD AND APPARATUS FOR
PROCESSING BEARER

This application is a continuation of International Appli-
cation No. PCT/CN2011/076766, filed on Jul. 1, 2011, which
is hereby incorporated by reference in its entirety.

TECHNICAL FIELD

The present invention relates to the field of communica-
tions technologies, and in particular, to a method and an
apparatus for processing a bearer.

BACKGROUND

A next generation core network system architecture evo-
Iution SAE includes a mobility management network ele-
ment, for example, a mobility management entity MME or an
S4 GRPS service support node S4 SGSN, responsible for
location management, connection management, security
authentication, gateway selection, and the like of a mobile
user terminal; a serving gateway S-GW, which is a gateway
responsible for local access of auser terminal; a data gateway
P-GW, which is a gateway responsible for a user terminal to
access an external data network; and a policy and charging
rule function PCREF, serving as a control node for quality of
service QoS and charging policy. In the SAE network archi-
tecture, a policy decision point created according to a dedi-
cated bearer described in a 3GPP standard TS 23.401 is
defined in a policy server PCRF.

In the existing SAE network architecture, a dedicated
bearer of a service needs to be triggered through the PCRF.
Specifically, the creating of the dedicated bearer requires
providing arelated parameter of the service to the PCRF by an
AF. The PCRF creates the dedicated bearer of the service
according to the related parameter. However, in the existing
policy and charging control PCC deployment solution,
because of different deployment manners and ideas of opera-
tors, the application function AF has no concentration and is
hard to be deployed, so that the PCC architecture function is
basically based on static configuration, and cannot sense a
service dynamically to apply different policies, thereby
affecting the use and promotion of the PCRF creating the
dedicated bearer. In addition, because the PCRF creates the
dedicated bearer based on the related parameter reported by
the AF, if it is intended to create the dedicated bearer through
the PCRF, the AF needs to be deployed, which increases
hardware overhead of a system.

SUMMARY OF THE INVENTION

In order to reduce system overhead of an SAE network
architecture, in one aspect, the present invention provides a
method for processing a bearer. The method includes per-
forming depth packet inspection DPI processing on a traffic
flow of a service according to a preset layer-7 protocol type
matching rule so as to obtain a DPI processing result. A
service quality attribute parameter of the service is deter-
mined according to the DPI result and the preset matching
rule. The method further includes determining whether the
quality attribute parameter is the same as a service quality
attribute parameter of an existing bearer, and if different,
creating a dedicated bearer for the service. Alternatively, a
shallow packet inspection SPI processing is performed on a
traffic flow ofa service according to a preset layer-3 or layer-4
protocol type matching rule so as to obtain an SPI processing
result. A service quality attribute parameter of the service is
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determined according to the SPI result and the preset match-
ing rule. The method further includes determining whether
the service quality attribute parameter is the same as a service
quality attribute parameter of an existing bearer, and if dif-
ferent, creating a dedicated bearer for the service.

The present invention further provides a method for pro-
cessing a bearer. The method includes performing depth
packet inspection DPI processing on a traffic flow of a service
according to a preset layer-7 protocol type matching rule so as
to obtain a DPI processing result. Alternatively, shallow
packet inspection SPI processing is performed on a traffic
flow of a service according to a preset layer-3 or layer-4
protocol type matching rule so as to obtain an SPI processing
result. A service quality attribute parameter of the service is
determined according to the DPI/SPI result and the preset
matching rule. The method further includes reporting the
service quality attribute parameter of the service to a PCRF
through an Rx interface so that the PCRF creates a dedicated
bearer of the service according to the service quality attribute
parameter of the service.

In another aspect, the present invention further provides an
apparatus for processing a bearer. The apparatus includes a
processing module configured to perform depth packet
inspection DPI processing on a traffic flow of a service
according to a preset layer-7 protocol type matching rule so as
to obtain a DPI processing result. Alternatively, shallow
packet inspection SPI processing is performed on a traffic
flow of a service according to a preset layer-3 or layer-4
protocol type matching rule so as to obtain an SPI processing
result. A service quality attribute parameter determining
module is configured to determine a service quality attribute
parameter of the service according to the DPI result and the
preset matching rule. Alternatively, according to the SPI
result and the preset matching rule, a service quality attribute
parameter of the service is determined. A dedicated bearer
creating module is configured to determine whether the ser-
vice quality attribute parameter is the same as a service qual-
ity attribute parameter of an existing bearer, and if different,
create a dedicated bearer for the service.

In another aspect, the present invention further provides an
apparatus for processing a bearer. The apparatus includes a
processing module configured to perform depth packet
inspection DPI processing on a traffic flow of a service
according to a preset layer-7 protocol type matching rule so as
to obtain a DPI processing result. Alternatively, shallow
packet inspection SPI processing is performed on a traffic
flow of a service according to a preset layer-3 or layer-4
protocol type matching rule so as to obtain an SPI processing
result. A service quality attribute parameter determining
module is configured to determine a service quality attribute
parameter of the service according to the DPI result and the
preset matching rule or according to the SPI result and the
preset matching rule. A dedicated bearer creating module is
configured to report the service quality attribute parameter of
the service to a PCRF through an Rx interface so that the
PCRF creates a dedicated bearer of the service according to
the service quality attribute parameter of the service.

In various embodiments of the present invention, depth
packet inspection DPI/shallow packet inspection SPI is per-
formed on a traffic flow of a service so as to obtain a DPI/SPI
processing result. According to the DPI/SPI result and a pre-
set matching rule, a service quality attribute parameter of the
service is determined. It is further determined whether the
service quality attribute parameter is the same as a service
quality attribute parameter of an existing bearer, and if dif-
ferent, create a dedicated bearer for the service, so as to
implement that a dedicated bearer of a corresponding service
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is created by a PDN GW only through performing depth
packet inspection DPI/SPI processing on the traffic flow of
the service without the need of creating a dedicated bearer
through a PCRF, which increases diversity of a dedicated
bearer creating apparatus.

BRIEF DESCRIPTION OF THE DRAWINGS

To describe the technical solutions in the embodiments of
the present invention more clearly, the following briefly intro-
duces accompanying drawings required for describing the
embodiments of the present invention. Apparently, the
accompanying drawings in the following description show
merely some embodiments of the present invention, and a
person of ordinary skill in the art may still derive other draw-
ings according to these accompanying drawings without cre-
ative efforts.

FIG. 1 is a flow chart of a method for processing a bearer
according to Embodiment 1 of the present invention;

FIG. 2 is an information exchange diagram of a method for
processing a bearer according to Embodiment 2 ofthe present
invention;

FIG. 3 is an information exchange diagram of a method for
processing a bearer according to Embodiment 3 ofthe present
invention;

FIG. 4 is an information exchange diagram of a method for
processing a bearer according to Embodiment 4 ofthe present
invention;

FIG. 5 is an information exchange diagram of a method for
processing a bearer according to Embodiment 5 ofthe present
invention;

FIG. 6 is a schematic structural diagram of an apparatus for
processing a bearer according to Embodiment 6 ofthe present
invention;

FIG. 7 is a schematic structural diagram of an apparatus for
processing a bearer according to Embodiment 7 ofthe present
invention; and

FIG. 8 is a schematic structural diagram of an apparatus for
processing a bearer according to Embodiment 7 ofthe present
invention.

DETAILED DESCRIPTION OF ILLUSTRATIVE
EMBODIMENTS

To make the objectives, technical solutions, and advan-
tages of the embodiments of the present invention clearer, the
following clearly and completely describes the technical
solutions in the embodiments of the present invention with
reference to the accompanying drawings in the embodiments
of the present invention. Apparently, the embodiments to be
described are merely a part rather than all of the embodiments
of the present invention. All other embodiments obtained by
aperson of ordinary skill in the art based on the embodiments
of the present invention without creative efforts shall fall
within the protection scope of the present invention.

Embodiment 1

FIG. 1 is a flow chart of an embodiment of a method for
processing a bearer according to the present invention; the
method is applied to a scenario in which a dedicated bearer
service is created in a 4G or 3G network without a PCRF. A
4G network is a network of a next generation core network
SAE, and the network architecture includes: a mobility man-
agement entity MME or an S4 SGSN, responsible for location
management, connection management, security authentica-
tion, and gateway selection, including selection of a serving
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gateway, a data gateway, and the like, of a mobile user termi-
nal; a serving gateway S-GW, which is a local access gateway
of'a user terminal; a data gateway P-GW, which is a gateway
for a user terminal to access an external data network; and a
PCRE, serving as a control node of QoS and charging policy.
The 3G network at least includes: a gateway GPRS support
node GGSN, configured to initiate a PDP connection activa-
tion to an SGSN; an SGSN, configured to send a secondary
context activation request to a mobile station MS, so that the
MS initiates a procedure of secondary context activation,
where the secondary context activation request carries a
Linked TL a TI, a QoS Requested, a TFT, and a protocol
configuration item.

The method mainly includes the following steps described
below.

S101: According to a preset layer-7 protocol type matching
rule, perform depth packet inspection DPI processing on a
traffic flow of a service, so as to obtain a DPI processing
result. Alternatively, according to a preset layer-3 or layer-4
protocol type matching rule, shallow packet inspection SPI
(L3/4SPI) processing is performed on a traffic flow of a ser-
vice so as to obtain an SPI processing result.

S102: A service quality attribute parameter of the service is
determined according to the DPI result and the preset match-
ing rule or according to the SPI result and the preset matching
rule.

The service quality attribute parameter of the service spe-
cifically includes: a QoS class identifier identifying a quality
class of the service and an allocation and retention priority
ARP, and the step of determining whether the service quality
attribute parameter is the same as a service quality attribute
parameter of an existing bearer, and if different, a dedicated
bearer is created for the service. It is determined whether the
QoS class identifier and the ARP are the same as a QoS class
identifier and an ARP of'the existing bearer, and if at least one
is different, a dedicated bearer is created for the service.

S103: Determine whether the service quality attribute
parameter is the same as a service quality attribute parameter
of an existing bearer, and if different, a dedicated bearer is
created for the service.

The existing bearer is a default bearer or an existing dedi-
cated bearer.

In this embodiment, the creating a dedicated bearer for the
service may specifically be: acquiring a 5-tuple of the service,
and a GBR and an MBR of the service; creating a dedicated
bearer of the service according to the 5-tuple of the service
and the GBR and MBR of the service, where a traffic flow
template TFT parameter of the dedicated bearer is the 5-tuple
of the service, and a bandwidth of the dedicated bearer is a
sum of the service GBR and MBR.

The 5-tuple of the service and the GBR and MBR of the
service may be acquired through performing depth packet
inspection DPI processing on the traffic flow of the service
according to the preset layer-7 protocol type matching rule in
S101. Alternatively, they may be acquired through perform-
ing shallow packet inspection SPI on the traffic flow of the
service according to the preset layer-3 or layer-4 protocol
type matching rule, and a specific acquisition manner is not
limited in this embodiment.

Optionally, after S103 in this embodiment, this embodi-
ment may further include triggering an update procedure of
the existing bearer when it is determined that the service
quality attribute parameter is different from the service qual-
ity attribute parameter of the existing bearer.

The service quality attribute parameter of the service spe-
cifically includes: a QoS class identifier identifying a quality
class of the service and an allocation and retention priority
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ARP; the step of when it is determined that the service quality
attribute parameter is different from the service quality
attribute parameter of the existing bearer, triggering an update
procedure of the existing bearer specifically includes: deter-
mining whether the QoS class identifier and the ARP are the
same as a QoS class identifier and an ARP of the existing
bearer, and if the same, triggering an update procedure of the
existing dedicated bearer.

Further, when the existing bearer is a default bearer, the
triggering an update procedure of the existing dedicated
bearer may be performed by sending a default bearer update
request. When the existing bearer is an existing dedicated
bearer, the triggering an update procedure of the existing
dedicated bearer may include acquiring a S-tuple of the ser-
vice, and a GBR and an MBR of the service, and adding the
S-tuple of'the traffic flow into a TFT parameter of the existing
dedicated bearer, and adding a GBR and an MBR of the
existing dedicated bearer with the GBR and MBR of the
service so as to obtain an accumulated value of the GBR and
MBR. The accumulated value of the GBR and MBR may be
used as the GBR and MBR of the existing dedicated bearer.

Optionally, after S103 in this embodiment, this embodi-
ment may further include updating the existing bearer when
the existing bearer does not receive a traffic flow of the service
within a preset period, and/or when it is detected through an
SPI/DPI technology that the service is already disconnected
and a traffic flow is no longer generated. Specifically, when
the existing bearer is an existing dedicated bearer, the trig-
gering an update procedure of the existing dedicated bearer
includes: acquiring a 5-tuple of the service, and a GBR and an
MBR of the service; subtracting the S-tuple of the traffic flow
from a TFT parameter of the existing dedicated bearer; sub-
tracting the GBR and MBR ofthe service from a GBR and an
MBR of the existing dedicated bearer so as to obtain an
updated accumulated value of the GBR and MBR; and using
the updated accumulated value of the GBR and MBR as the
GBR and MBR of the dedicated bearer.

Optionally, after S103 in this embodiment, this embodi-
ment may further include initiating a deletion procedure of
the dedicated bearer so as to delete the dedicated bearer when
all services carried by the dedicated bearer stop transmitting
traffic flows.

It should be noted that, this embodiment may be applied to
a 3G network environment or a 4G network environment,
when current network environment is the 3G network envi-
ronment, the QoS class identifier is a traffic class Traffic
Class. Alternatively, when current network environment is the
4G network environment, the QoS class identifier is a service
QoS class identifier QCI. Preferably, when current network
environment is the 4G network environment, a value range of
the allocation and retention priority ARP is 1 to 15, and when
current network environment is the 3G network environment,
avalue range of the allocation and retention priority ARP is 1
to 3. In this embodiment, when the method is applied to the
4G network, an execution body of the steps may be a PDN
gateway having functions of the foregoing steps. When the
method is applied to the 3G network, an execution body of the
steps may be a GGSN having functions of the foregoing steps.

Inthe embodiments of the present invention, perform depth
packet inspection DPI/shallow packet inspection SPI on a
traffic flow of a service, so as to obtain a DPI/SPI processing
result, and according to the DPI/SPI result and a preset match-
ing rule, determine a service quality attribute parameter of the
service, further determine whether the service quality
attribute parameter is the same as a service quality attribute
parameter of an existing bearer, and if different, create a
dedicated bearer for the service, so as to implement that a
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dedicated bearer of a corresponding service is created by a
PDN GW only through performing depth packet inspection
DPI/SPI processing on the traffic flow of the service without
the need of creating a dedicated bearer through a PCREF,
which increase diversity of a dedicated bearer creating appa-
ratus.

Embodiment 2

FIG. 2 is a flow chart of another embodiment of a method
for processing a bearer according to the present invention; on
the basis of the foregoing embodiment, this embodiment is
specifically described by taking a current network environ-
ment being a 4G network environment as an example, and
specifically, this embodiment includes the following steps as
described further below.

S201: According to a preset layer-7 protocol type matching
rule, perform depth packet inspection DPI processing on a
traffic flow of a service, so as to obtain a DPI processing
result. Alternatively, shallow packet inspection SPI process-
ing is performed on a traffic flow of a service according to a
preset layer-3 or layer-4 protocol type matching rule so as to
obtain an SPI processing result.

S202: According to the DPI/SPI result and the preset
matching rule, determine a service QoS class identifier QCI
identifying a class quality of the service, an allocation and
retention priority ARP, a guaranteed bit rate GBR, and a
maximum bit rate MBR.

Because this embodiment is specifically described by tak-
ing a current network environment being a 4G network envi-
ronment as an example, the QoS class identifier is a service
QoS class identifier QCI, and a value range of the allocation
and retention priority ARP is 1 to 15.

S203: Determine whether the QoS class identifier QCl and
the ARP are the same as a QoS class identifier and an alloca-
tion and retention priority ARP of a default bearer, and if
different, perform S204, and if the same, carry the service
through the default bearer.

S204: A PDN GW creates a dedicated bearer for the ser-
vice, where a TFT of the dedicated bearer is a 5-tuple of the
service, and a bandwidth of the dedicated bearer is a sum of
the guaranteed bit rate GBR and the maximum bit rate MBR
of the service.

Specifically, the PDN GW performs bearer binding
through QCI and ARP in QoS information carried in a static
policy, and if a new dedicated bearer needs to be created, the
PDN GW sends a create dedicated bearer request Create
Bearer Request message to a serving gateway Serving GW.
The Create Bearer Request includes the following Informa-
tion element: an international mobile subscriber identity
IMSI, a procedure transaction identifier PTI, an evolved
packet system bearer quality of service, a TFT, a tunnel end-
point identifier S5/S8 TEID, a Charging 1d, a linked EPS
bearer identity [.BI, and a protocol configuration item.

S205: The Serving GW sends the create dedicated bearer
request Create Bearer Request to an MME.

S206: The MME selects a not-used evolved packet system
bearer identity to identity a new dedicated bearer. The MME
initiates a session control request Session Management
Request to an eNodeB. The request carries a PTI, a TFT, an
evolved packet system bearer quality of service parameter
(the parameter does not include an ARP), a protocol configu-
ration item, an evolved packet system bearer identity, and a
linked evolved packet system bearer identity.

S207: The eNodeB maps the evolved packet system bearer
quality of service into a radio bearer quality of service, and
sends an RRC connection reconfiguration message (RRC
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Connection Reconfiguration) to a UE. The RRC Connection
Reconfiguration includes: radio bearer quality of service,
Session Management Request, and an evolved packet system
radio bearer identity.

S208: The UE sends an RRC connection reconfiguration
complete message Connection Reconfiguration Complete
message to the eNodeB, so as to acknowledge activation of a
radio bearer.

S209: The eNodeB sends a dedicated bearer setup response
Bearer Setup Response message to the MME to acknowledge
bearer activation, and indicate whether a requested bearer
quality of service requested Bearer QoS can be allocated.

S210: The UE builds a session control request response
Session Management Response message of an NAS (non-
access stratum) layer including EPS Bearer Identity, and
sends it to the eNodeB through a Direct Transfer message,
that is, the Session Management Response message.

S211: The eNodeB sends the Session Management
Response message to the MME through an uplink non-access
stratum NAS transmission message.

S212: The Serving GW receives the create dedicated
bearer response Create Bearer Response message of the
MME, and creates an S1-U dedicated bearer with the eNo-
deB.

S213: The Serving GW allocates a tunnel endpoint identi-
fier TEID-U of a data plane at a GTP-based S5/S8 dedicated
bearer Serving GW side, and sends the Create Bearer
Response to the PDN GW.

Inthe embodiments of the present invention, perform depth
packet inspection DPI/SPI on a traffic flow of a service, so as
to obtain a DPI/SPI processing result, and according to the
DPI/SPI result and a preset matching rule, determine a service
quality attribute parameter of the service, further determine
whether the service quality attribute parameter is the same as
a service quality attribute parameter of an existing bearer, and
if different, create a dedicated bearer for the service, so as to
implement that a dedicated bearer of a corresponding service
is created by a PDN GW only through performing depth
packet inspection DPI/SPI processing on the traffic flow of
the service without the need of creating a dedicated bearer
through a PCRF, which increases diversity of a dedicated
bearer creating apparatus.

Embodiment 3

FIG. 3 is a flow chart of still another embodiment of a
method for processing a bearer; on the basis of the foregoing
embodiment, this embodiment is specifically described by
taking a current network environment being a 4G network
environment as an example, and specifically, this embodi-
ment includes the following steps, where, S314 to S323 are
the same as S204 to S213 in Embodiment 2, and are not
repeatedly described herein. Steps in this embodiment differ-
ent from those of the foregoing embodiment are described
below.

S301: According to a preset layer-7 protocol type matching
rule, perform depth packet inspection DPI processing on a
traffic flow of a service, so as to obtain a DPI processing
result; or according to a preset layer-3 or layer-4 protocol type
matching rule, perform shallow packet inspection SPI pro-
cessing on a traffic flow of a service, so as to obtain an SPI
processing result (not shown in the figure).

S302: According to the DPI/SPI result and the preset
matching rule, determine a QoS class identifier identifying a
quality class of the service, an allocation and retention prior-
ity ARP, a guaranteed bit rate GBR, and a maximum bit rate
MBR.
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S303: Determine whether a dedicated bearer having a QoS
class identifier and an ARP the same as the QoS class identi-
fier and ARP of the service exists in the created dedicated
bearer, and if not, perform S314, a step of creating a dedicated
bearer for the service; and if yes, perform S304.

S304: Use the same dedicated bearer as the dedicated
bearer of the service, and trigger an update procedure of the
same dedicated bearer.

Specifically, use a 5-tuple of the traffic flow as a TFT
parameter of the same dedicated bearer; add the guaranteed
bit rate GBR and the maximum bit rate MBR of the same
dedicated bearer to the GBR and MBR of the service, so as to
obtain an accumulated value of the GBR and MBR; and use
the accumulated value of the GBR and MBR as the GBR and
MBR of the same dedicated bearer.

In this embodiment, when QOS policies of multiple ser-
vices of different types defined respectively by a PDN GW in
multiple rules are consistent, that is, having the same QCI and
ARP parameters, a data service is identified and parsed
through shallow packet inspection SPI and DPI; if coming of
afirst type of traffic flow is sensed, a dedicated bearer creating
procedure described in Embodiment 1 is initiated; and if the
dedicated bearer to which a QOS policy corresponding to the
service belongs has been created, a PGW detects coming of a
second type of service, an update procedure on the dedicated
bearer is initiated, the QOS policy of the bearer is updated at
the same time, and an accumulated value of bearer GBR and
MBR of the two types of services is used as a new bearer
bandwidth. Accordingly, as for multiple types of services
occurring on the dedicated bearer at the same time, an accu-
mulated value of bearer GBR and MBR of the services is used
as a new bearer bandwidth.

S305: The PDN GW by using an acquired policy deter-
mines that QoS authenticated by a traffic flow is updated, or
determines to add or remove a traffic flow to or from an
activated dedicated bearer, so as to initiate a dedicated bearer
update procedure requiring QoS update. The PDN GW gen-
erates an uplink traffic flow template UL TFT and updates an
evolved packet system bearer quality of service, and sends an
update bearer request Update Bearer Request to a Serving
GW.

S306: The Serving GW, after receiving the message, sends
an Update Bearer Request message to an MME.

S307: The MME sends a bearer modify request Bearer
Modify Request message to an eNodeB, so as to request
modifying the bearer.

S308: The eNodeB sends an RRC Connection Reconfigu-
ration message to a user equipment UE, so as to request
modifying a radio bearer.

S309: The UE returns an RRC Connection Reconfigura-
tion Complete message to the eNodeB, so as to acknowledge
completion of radio bearer modification.

S310: The eNodeB sends a update bearer response Update
bearer response message to the MME, so that the bearer
modification completes.

S311: The UE sends a Session Management Response
message to the eNodeB.

S312: The eNodeB sends a update bearer response Update
Bearer Response message to the MME.

S313: The MME sends the update bearer response Update
Bearer Response message to the Serving GW.

S314: The Serving GW sends an Update Bearer Response
message to the PDN GW.

Inthe embodiments of the present invention, perform depth
packet inspection DPI/SPI on a traffic flow of a service, so as
to obtain a DPI/SPI processing result, and according to the
DPI/SPIresult and a preset matching rule, determine a service
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quality attribute parameter of the service, further determine
whether the service quality attribute parameter is the same as
a service quality attribute parameter of an existing bearer, and
if different, create a dedicated bearer for the service, so as to
implement that a dedicated bearer of a corresponding service
is created by a PDN GW only through performing depth
packet inspection DPI/SPI processing on the traffic flow of
the service without the need of creating a dedicated bearer
through a PCRF, which increases diversity of a dedicated
bearer creating apparatus. In addition, according to the num-
ber of types of services occurring on the dedicated bearer at
the same time, a bandwidth ofthe dedicated bearer is adjusted
through an accumulated value of bearer GBR and MBR of the
corresponding services, thereby increasing the adjustability
of the dedicated bearer.

Embodiment 4

FIG. 4 is a flow chart of still another embodiment of a
method for processing a bearer; on the basis of the foregoing
embodiment, this embodiment is specifically described by
taking a current network environment being a 4G network
environment as an example, and specifically, this embodi-
ment includes the following steps, where, S401 to S413 are
the same as S301 to S313 in Embodiment 3, and are not
repeatedly described herein. Steps in this embodiment differ-
ent from those of the foregoing embodiment are described
below.

S414: When the dedicated bearer does not receive a traffic
flow of the service within a preset period, and/or when it is
detected through an SPI/DPI technology that the service is
already disconnected and a traffic flow is no longer generated,
the dedicated bearer is updated. A TFT parameter related to
the traffic flow in the dedicated bearer is deleted.

Preferably, a GBR and an MBR of the service is subtracted
from a GBR and an MBR of the dedicated bearer, so as to
obtain an updated accumulated value of the GBR and MBR.
When all services carried on the dedicated bearer stop trans-
mitting traffic flows, a deletion procedure of the dedicated
bearer is initiated so as to delete the dedicated bearer.

Specifically, in this embodiment, if a PDN GW senses that
a certain traffic flow triggering a create or update procedure of
the dedicated bearer does not receive any packet in a config-
ured time or when it is detected through an SPI/DPI technol-
ogy that a service packet is no longer generated since the
traffic flow is disconnected, initiate, based on 5-tuple infor-
mation ofthe traffic flow, a dedicated bearer update procedure
to trigger deletion of the TFT of the corresponding dedicated
bearer. If a PGW detects that all traffic flows under the dedi-
cated bearer stop transmitting packets, trigger a deletion pro-
cedure of the corresponding dedicated bearer, so that the PDN
GW determines to initiate a bearer deactivation procedure,
and sends a Delete Bearer Request to a Serving GW.

S415a: The Serving GW sends a delete dedicated bearer
request Delete Bearer Request message to an MME. The
Delete Bearer Request carries a procedure transaction iden-
tifier PTI, an evolved packet system bearer identity, and a
cause value Causes.

S4155: If an idle mode signaling reduction mechanism ISR
is used, the Serving GW sends a Delete Bearer Request mes-
sageto an SGSN at the same time. The Delete Bearer Request
carries a PTI, an evolved packet system bearer identity, and
Causes.

S416a: If a to-be-deleted packet data network PDN con-
nection is the last PDN connection of a UE, the deletion is not
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initiated due to the ISR or the UE handing overto a non-3GPP
access, the MME needs to send a detach request Detach
Request message to the UE.

S4165: The MME sends a deactivate dedicated bearer
request Deactivate Bearer Request to an eNodeB, so as to
request deactivating the bearer.

S417: The eNodeB sends an RRC Connection Reconfigu-
ration message to the UE.

S418a: The UE sends an RRC Connection Reconfiguration
Complete message to the eNodeB.

S418b: The eNodeB sends a deactivate bearer response
Deactivate Bearer Response to the MME.

S419a: The UE sends a session control response to the
eNodeB.

S4195: The eNodeB sends an uplink NAS transmission
message to the MME.

S419¢: If the UE sends the Detach Request message sent by
the MME, the UE needs to send a detach accept response
Detach Accept message to the MME.

S420a: The MME sends a delete bearer response Delete
Bearer Response message to the Serving GW.

S4206: The SGSN sends a delete bearer response Delete
Bearer Response message to the Serving GW.

S421: If the ISR is activated, and after the Delete Bearer
Response of the MME and the Delete Bearer Response of the
SGSN are received by an S-GW, or if the ISR is not activated,
and after the Delete Bearer Response of the MME is received
by an S-GW, the S-GW deletes a bearer context related to
itself, and sends a delete bearer command Delete Bearer
Command to a P-GW. If the procedure is caused by a session
termination message [P CAN Session Termination initiated
by a PCREF, the P-GW further needs to return a response to the
PCRF.

S422: If Detach occurs in the UE, the MME sends a release
command Release Command message to the eNodeB, and
releases signaling connection on an MME S1 interface.

Inthe embodiments of the present invention, perform depth
packet inspection DPI/SPI on a traffic flow of a service, so as
to obtain a DPI/SPI processing result, and according to the
DPI/SPIresult and a preset matching rule, determine a service
quality attribute parameter of the service, further determine
whether the service quality attribute parameter is the same as
a service quality attribute parameter of an existing bearer, and
if different, create a dedicated bearer for the service, so as to
implement that a dedicated bearer of a corresponding service
is created by a PDN GW only through performing depth
packet inspection DPI/SPI processing on the traffic flow of
the service without the need of creating a dedicated bearer
through a PCRF, which increases diversity of a dedicated
bearer creating apparatus.

Embodiment 5

FIG. 5 is a flow chart of still another embodiment of a
method for processing a bearer, and specifically, this embodi-
ment includes the following steps:

S501: According to a preset layer-7 protocol type matching
rule, perform depth packet inspection DPI processing on a
traffic flow of a service, so as to obtain a DPI processing
result; or according to a preset layer-3 or layer-4 protocol type
matching rule, perform shallow packet inspection SPI pro-
cessing on a traffic flow of a service, so as to obtain an SPI
processing result (not shown in the figure).

S502: According to the DPI/SPI result and the preset
matching rule, determine a service quality attribute parameter
of'the service. The service quality attribute parameter specifi-
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cally includes a QoS class identifier identifying a quality class
of the service and an allocation and retention priority ARP.

S503: Report QoS information of the service to a PCRF
through an Rx interface, so that the PCRF creates a dedicated
bearer of the service according to the service and the QoS
information of the service.

Specifically, the PDN GW distinguishes data packets to
different traffic flows through a capability of the DPI/SPI,
generates a rule of the traffic flow and the QoS information,
and reports them to the PCRF through the Rx interface, so that
the PCRF creates the dedicated bearer of the service accord-
ing to the service and the QoS information of the service.

S504: The PCRF delivers a PCC preset policy Decision
Provision to the PDN GW, where the Decision Provision
carries QoS.

S505: The PDN GW executes bearer binding through QCI
and ARP in the QoS information carried in the PCC policy. If
it is required to create a new dedicated bearer, the PDN GW
sends a Create Bearer Request message to a Serving GW. The
Create Bearer Request message carries the following infor-
mation element: an IMSI, a PTI, an evolved packet system
bearer quality of service, a TFT, an S5/S8 TEID, a Charging
1d, a linked EPS bearer identity LBI, and a protocol configu-
ration item.

S506: The Serving GW sends the create dedicated bearer
request Create Bearer Request to an MME. Information ele-
ment carried in the create dedicated bearer request include: an
IMSI, a PTI, an EPS evolved packet system bearer quality of
service, a TFT, an S1-TEID, an LBI, and a protocol configu-
ration item.

S507: The MME selects a not-used evolved packet system
bearer identity to identify a new dedicated bearer. The MME
initiates a Session Management Request message to an eNo-
deB. The message carries the PT1, the TF'T, an evolved packet
system bearer quality of service parameter (the parameter
does not include an ARP), an evolved packet system bearer
identity, and a linked evolved packet system bearer identity.

S508: The eNodeB maps the evolved packet system bearer
quality of service into a radio bearer quality of service Radio
Bearer QoS, and sends an RRC Connection Reconfiguration
message to a UE. The RRC Connection Reconfiguration mes-
sage carries: the Radio Bearer QoS, the Session Management
Request, and an EPS RB Identity.

S509: The UE sends an RRC Connection Reconfiguration
Complete message to the eNodeB to acknowledge activation
of a radio bearer.

S510: The eNodeB sends a Bearer Setup Response to the
MME to acknowledge activation of a bearer, and indicates
whether the requested Bearer QoS can be allocated.

S511: The UE builds an NAS layer including a Session
Management Response message of the EPS Bearer Identity,
and sends it to the eNodeB through a Direct Transfer mes-
sage, that is, the Session Management Response message.

S512: The eNodeB sends the Session Management
Response message to the MME through an uplink NAS trans-
mission message.

S513: The Serving GW receives the Create Bearer
Response of the MME, and creates an S1-U dedicated bearer
with the eNodeB.

S514: The Serving GW allocates a TEID-U ata GTP-based
S5/S8 dedicated bearer Serving GW side, and sends a create
dedicated bearer response Create Bearer Response to the
PDN GW.

S515: The PDN GW sends a create bearer response to the
PCRF.

In the embodiment of the present invention, perform depth
packet inspection DPI/SPI on a traffic flow of a service, so as
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to obtain a DPI/SPI processing result, and according to the
DPI/SPIresult and a preset matching rule, determine a service
quality attribute parameter of the service, and report QoS
information of the service to a PCRF through an Rx interface,
so that the PCRF creates a dedicated bearer of the service
according to the service and the QoS information of the
service, which increases information sources required by the
PCRF for creating a dedicated bearer and therefore increases
diversity of a dedicated bearer creating apparatus.

Embodiment 6

FIG. 6 is a schematic structural diagram of an embodiment
of an apparatus for processing a bearer according to the
present invention; the apparatus is mainly configured to
implement the method provided in Embodiment 1, and an
application environment thereof is the same as that of the
method embodiment of the present invention, which is not
repeatedly described herein, and a specific working proce-
dure may also be obtained with reference to the foregoing
method embodiment. The apparatus includes a processing
module 601 configured to perform depth packet inspection
DPI processing on a traffic flow of a service according to a
preset layer-7 protocol type matching rule so as to obtain a
DPI processing result. Alternatively, the processing module
601 is configured to perform shallow packet inspection SPI
processing on a traffic flow of a service according to a preset
layer-3 or layer-4 protocol type matching rule so as to obtain
an SPIprocessing result. A service quality attribute parameter
determining module 602 is configured to determine a service
quality attribute parameter of the service according to the DPI
result and the preset matching rule. Alternatively, a service
quality attribute parameter of the service is determined
according to the SPI result and the preset matching rule. A
dedicated bearer creating module 603 is configured to deter-
mine whether the service quality attribute parameter is the
same as a service quality attribute parameter of an existing
bearer, and if different, create a dedicated bearer for the
service.

In the embodiment of the present invention, perform depth
packet inspection DPI/SPI on a traffic flow of a service, so as
to obtain a DPI/SPI processing result, and according to the
DPI/SPIresult and a preset matching rule, determine a service
quality attribute parameter of the service, further determine
whether the service quality attribute parameter is the same as
a service quality attribute parameter of an existing bearer, and
if different, create a dedicated bearer for the service, so as to
implement that a dedicated bearer of a corresponding service
is created by a PDN GW only through performing depth
packet inspection DPI/SPI processing on the traffic flow of
the service without the need of creating a dedicated bearer
through a PCRF, which increases diversity of a dedicated
bearer creating apparatus.

Embodiment 7

FIG. 7 is a schematic structural diagram of another
embodiment of an apparatus for processing a bearer, and on
the basis of Embodiment 6, a service quality attribute param-
eter of the service specifically includes: a QoS class identifier
identifying a quality class of the service and an allocation and
retention priority ARP.

The dedicated bearer creating module 603 is configured to
determine whether the QoS class identifier and the ARP are
the same as a QoS class identifier and an ARP of an existing
bearer, if at least one is different, create a dedicated bearer for
the service.
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When the current network environment is a 3G network
environment, the QoS class identifier is a traffic class Traffic
Class. Alternatively, when the current network environment is
a 4G network environment, the QoS class identifier is a ser-
vice QoS class identifier QCI.

The dedicated bearer creating module 603 specifically
includes a service 5-tuple acquiring unit 6031 configured to
acquire a 5-tuple of the service, anda GBR and an MBR of'the
service. A dedicated bearer creating unit 6032 is configured to
create a dedicated bearer of the service according to the
S-tuple of the service and the GBR and MBR of the service. A
traffic flow template TFT parameter of the dedicated bearer is
the 5-tuple of the service, and a bandwidth of the dedicated
bearer is a sum of the GBR and the MBR of the service.

The existing bearer is a default bearer or an existing dedi-
cated bearer.

The apparatus further includes an existing bearer update
module 604 configured to trigger an update procedure of the
existing bearer when it is determined that the service quality
attribute parameter is different from a service quality attribute
parameter of the existing bearer.

In the existing bearer update module 604, the service qual-
ity attribute parameter of the service specifically includes: a
QoS class identifier identifying a quality class of the service
and an allocation and retention priority ARP.

The existing bearer update module 604 is specifically con-
figured to determine whether the QoS class identifier and the
ARP are the same as a QoS class identifier and an ARP of the
existing bearer, and if the same, trigger an update procedure
of'the existing bearer. The existing bearer is a default bearer or
an existing dedicated bearer.

When the existing bearer is a default bearer, the existing
bearer update module 604 is specifically configured to send a
default bearer update request.

When the existing bearer is an existing dedicated bearer,
the existing bearer update module 604 includes a first service
S-tuple acquiring unit 6041 configured to acquire a S-tuple of
the service, and a GBR and an MBR of the service. A first
existing bearer update unit 6042 is configured to add the
S-tuple of'the traffic flow to the TFT parameter of the existing
dedicated bearer, add a GBR and an MBR of the existing
dedicated bearer to the GBR and MBR of the service so as to
obtain an accumulated value of the GBR and MBR, and use
the accumulated value of the GBR and MBR as the GBR and
MBR of the existing dedicated bearer.

The apparatus further includes an existing bearer update
module 605 configured to update the existing bearer when the
existing bearer does not receive a traffic flow of the service
within a preset period, and/or when it is detected through an
SPI/DPI technology that the service is already disconnected
and a traffic flow is no longer generated.

When the existing bearer is an existing dedicated bearer,
the existing bearer update module 605 further includes a
second service S-tuple acquiring unit 6051 and a second
existing bearer update unit 6052. The second service 5-tuple
acquiring unit 6051 is configured to acquire a 5-tuple of the
service, and a GBR and an MBR of the service. The second
existing bearer update unit 6052 is configured to subtract the
S-tuple of the traffic flow from the TFT parameter of the
existing dedicated bearer, subtract the GBR and MBR of the
service from a GBR and an MBR of the dedicated bearer so as
to obtain an updated accumulated value of the GBR and
MBR, and use the updated accumulated value of the GBR and
MBR as the GBR and MBR of the dedicated bearer.

A dedicated bearer deletion module 606 is configured to
initiate a deletion procedure of the dedicated bearer so as to
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delete the dedicated bearer when all services carried by the
dedicated bearer stop transmitting traffic flows.

Inthe embodiments of the present invention, perform depth
packet inspection DPI/SPI on a traffic flow of a service, so as
to obtain a DPI/SPI processing result, and according to the
DPI/SPIresult and a preset matching rule, determine a service
quality attribute parameter of the service, further determine
whether the service quality attribute parameter is the same as
a service quality attribute parameter of an existing bearer, and
if different, create a dedicated bearer for the service, so as to
implement that a dedicated bearer of a corresponding service
is created by a PDN GW only through performing depth
packet inspection DPI/SPI processing on the traffic flow of
the service without the need of creating a dedicated bearer
through a PCRF, which increases diversity of a dedicated
bearer creating apparatus. For a specific working procedure
of the apparatus in the specific embodiment, reference may
also be made to the method embodiments in this specification.

Embodiment 8

FIG. 8 is a schematic structural diagram of another
embodiment of an apparatus for processing a bearer, and the
apparatus includes a processing module 701 configured to
perform depth packet inspection DPI processing on a traffic
flow of a service according to a preset layer-7 protocol type
matching rule so as to obtain a DPI processing result. Alter-
natively, the processing module 701 is configured to perform
shallow packet inspection SPI processing on a traffic flow of
a service according to a preset layer-3 or layer-4 protocol type
matching rule so as to obtain an SPI processing result. A
service quality attribute parameter determining module 702 is
configured to determine a service quality attribute parameter
of the service according to the DPI/SPI result and the preset
matching rule. The service quality attribute parameter
includes a QoS class identifier identifying a quality class of
the service and an allocation and retention priority ARP. A
dedicated bearer creating module 703 is configured to report
the service quality attribute parameter of the service to a
PCRF through an Rx interface, so that the PCRF creates a
dedicated bearer of the service according to the service qual-
ity attribute parameter of the service.

Inthe embodiments of the present invention, perform depth
packet inspection DPI/SPI on a traffic flow of a service, so as
to obtain a DPI/SPI processing result, and according to the
DPI/SPIresult and a preset matching rule, determine a service
quality attribute parameter of the service, further determine
whether the service quality attribute parameter is the same as
a service quality attribute parameter of an existing bearer, and
if different, create a dedicated bearer for the service, so as to
implement that a dedicated bearer of a corresponding service
is created by a PDN GW only through performing depth
packet inspection DPI/SPI processing on the traffic flow of
the service without the need of creating a dedicated bearer
through a PCRF, which increases diversity of a dedicated
bearer creating apparatus. For a specific working procedure
of the apparatus in the specific embodiment, reference may
also be made to the method embodiments in this specification.

A person of ordinary skill in the art may understand that all
or a part of the steps of the foregoing embodiments may be
implemented by hardware, and may also be implemented by
program instructing relevant hardware. The program may be
stored in a computer readable storage medium. The storage
medium may be a read-only memory, a magnetic disk, an
optical disc, or the like.

The foregoing description is merely exemplary embodi-
ments of the present invention, but is not intended to limit the
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present invention. Any modifications, equivalent replace-
ments, or improvements made within the spirit and principle
of the present invention shall fall within the protection scope
of the present invention.

What is claimed is:

1. A method for processing a bearer comprising:

performing deep packet inspection (DPI) processing on a

traffic flow of a service according to a preset layer-7
protocol type matching rule so as to obtain a DPI pro-
cessing result, or performing shallow packet inspection
(SPI) processing on a traffic flow of a service according
to a preset layer-3 or layer-4 protocol type matching rule
so as to obtain a SPI processing result;

determining a service quality attribute parameter of the

service according to the DPI result and the preset match-
ing rule or according to the SPI result and the preset
matching rule; and

determining whether the service quality attribute param-

eter is the same as a service quality attribute parameter of
an existing bearer, and if different, creating a dedicated
bearer for the service, wherein creating the dedicated
bearer for the service comprises:

acquiring a 5-tuple of the service, and a guaranteed bit rate

(GBR) and a maximum bit rate (MBR) of the service;
and
according to the 5-tuple of the service and the GBR and
MBR of the service, creating a dedicated bearer of the
service, wherein a traffic flow template TFT parameter
of the dedicated bearer is the 5-tuple of the service, and
a bandwidth of the dedicated bearer is a sum of the GBR
and the MBR of the service.
2. The method according to claim 1, wherein, the service
quality attribute parameter of the service specifically com-
prises: a QoS class identifier identifying a quality class of the
service and an allocation and retention priority (ARP); and
a step of determining whether the service quality attribute
parameter is the same as a service quality attribute
parameter of an existing bearer, and if different, creating
a dedicated bearer for the service specifically comprises:

determining whether the QoS class identifier and the ARP
are the same as a QoS class identifier and an ARP of the
existing bearer, and if at least one is different, creating a
dedicated bearer for the service.

3. The method according to claim 1, further comprising:

when it is determined that the service quality attribute

parameter is the same as the service quality attribute
parameter of the existing bearer, triggering an update
procedure of the existing bearer.

4. The method according to claim 3, wherein, the service
quality attribute parameter of the service specifically com-
prises: a QoS class identifier identifying a quality class of the
service and an allocation and retention priority ARP; and

a step of triggering an update procedure of the existing

bearer when it is determined that the service quality
attribute parameter is the same as the service quality
attribute parameter of the existing bearer specifically
comprises:

determining whether the QoS class identifier and the ARP

are the same as the QoS class identifier and the ARP of
the existing bearer, and if the same, triggering an update
procedure of the existing bearer.

5. The method according to claim 3, wherein, when the
existing bearer is an existing dedicated bearer, the triggering
an update procedure of the existing bearer comprises:

acquiring a S-tuple of the service, and a GBR and an MBR

of the service;
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adding the 5-tuple of the traffic flow into a TFT parameter
of the existing dedicated bearer, and adding a GBR and
an MBR of the existing dedicated bearer to the GBR and
MBR ofthe service so as to obtain an accumulated value
of the GBR and MBR; and

using the accumulated value of the GBR and MBR as the

GBR and MBR of the existing dedicated bearer.

6. The method according to claim 1, further comprising:

when the existing bearer does not receive a traffic flow of

the service within a preset period, and/or when it is
detected through an SPI/DPI technology that the service
is already disconnected and a traffic flow is no longer
generated, updating the existing bearer.

7. The method according to claim 6, wherein, when the
existing bearer is an existing dedicated bearer, the triggering
an update procedure of the existing bearer further comprises:

acquiring a 5-tuple of the service, and a GBR and an MBR

of the service;

subtracting the 5-tuple of the traffic flow from a TFT

parameter of the existing dedicated bearer;
subtracting the GBR and MBR of the service from the GBR
and MBR of the dedicated bearer so as to obtain an
updated accumulated value of the GBR and MBR; and

using the updated accumulated value of the GBR and MBR
as the GBR and MBR of the dedicated bearer.

8. The method according to claim 1, further comprising:

when all services carried by the dedicated bearer stop

transmitting traffic flows, initiating a deletion procedure
of the dedicated bearer, so as to delete the dedicated
bearer.

9. A method for processing a bearer, the method compris-
ing:

according to a preset layer-3 or layer-4 protocol type

matching rule, performing shallow packet inspection
SPI processing on a traffic flow of a service, so as to
obtain an SPI processing result;

according to the SPI result and the preset matching rule,

determining a service quality attribute parameter of the
service;

reporting the service quality attribute parameter of the

service to a PCRF through an Rx interface, so that the

PCREF creates a dedicated bearer of the service accord-

ing to the service quality attribute parameter of the ser-

vice, wherein creating the dedicated bearer comprises:

acquiring a S-tuple of the service, and a guaranteed bit
rate (GBR) and a maximum bit rate (MBR) of the
service; and

according to the 5-tuple of the service and the GBR and
MBR of'the service, creating a dedicated bearer of the
service, wherein a traffic flow template (TFT) param-
eter of the dedicated bearer is the 5-tuple of the ser-
vice, and a bandwidth of the dedicated bearer is a sum
of the GBR and the MBR of the service.

10. An apparatus for processing a bearer, comprising:

a processing module configured to:

perform deep packet inspection (DPI) processing on a
traffic flow of a service according to a preset layer-7
protocol type matching rule so as to obtain a DPI
processing result, or

perform shallow packet inspection SPI processing on a
traffic flow ofa service according to a preset layer-3 or
layer-4 protocol type matching rule so as to obtain an
SPI processing result;

a service quality attribute parameter determining module

configured to determine a service quality attribute

parameter of the service according to the DPI result and



US 9,414,258 B2

17

the preset matching rule, or according to the SPI result
and the preset matching rule; and

a dedicated bearer creating module configured to deter-

mine whether the service quality attribute parameter is
the same as a service quality attribute parameter of an
existing bearer, and if different, create a dedicated bearer
for the service, wherein creating the dedicated bearer
comprises:

acquiring a 5-tuple of the service, and a guaranteed bit rate

(GBR) and a maximum bit rate (MBR) of the service;
and

create a dedicated bearer of the service, according to the

S-tuple of the service and the GBR and MBR of the
service, wherein a traffic flow template TFT parameter
of the dedicated bearer is the 5-tuple of the service, and
a bandwidth of the dedicated bearer is a sum of the GBR
and the MBR of the service.

11. The apparatus according to claim 10, wherein the ser-
vice quality attribute parameter of the service specifically
comprises a QoS class identifier identifying a quality class of
the service and an allocation and retention priority ARP; and

wherein the dedicated bearer creating module-is specifi-

cally configured to determine whether the QoS class
identifier and the ARP are the same as a QoS class
identifier and an ARP of the existing bearer, and if at
least one is different, create a dedicated bearer for the
service.

12. The apparatus according to claim 10, wherein the exist-
ing bearer is a default bearer or an existing dedicated bearer.

13. The apparatus according to claim 10, further compris-
ing:

an existing bearer update module configured to trigger an

update procedure of the existing bearer when it is deter-
mined that the service quality attribute parameter is the
same as a service quality attribute parameter of the exist-
ing bearer.

14. The apparatus according to claim 13, wherein the ser-
vice quality attribute parameter of the service comprises a
QoS class identifier identifying a quality class of the service
and an allocation and retention priority ARP.

15. The apparatus according to claim 13, wherein, when
the existing bearer is an existing dedicated bearer, the existing
bearer update module comprises:

afirst service 5-tuple acquiring unit configured to acquire a

S-tuple of the service, and a GBR and an MBR of the
service; and

a first existing bearer update unit configured to add the

S-tuple of the traffic flow to the TFT parameter of the
existing dedicated bearer, add a GBR and an MBR of the
existing dedicated bearer to the GBR and MBR of the
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service so as to obtain an accumulated value of the GBR
and MBR, and use the accumulated value of the GBR
and MBR as the GBR and MBR of the existing dedicated
bearer.

16. The apparatus according to claim 13, wherein, when
the existing bearer is an existing dedicated bearer, the existing
bearer update module further comprises:

a second service S5-tuple acquiring unit configured to
acquire a 5-tuple of the service, and a GBR and an MBR
of the service; and

a second existing bearer update unit configured to subtract
the 5-tuple of the traffic flow from the TFT parameter of
the existing dedicated bearer, subtract the GBR and
MBR of the service from a GBR and an MBR of the
dedicated bearer so as to obtain an updated accumulated
value of the GBR and MBR, and use the updated accu-
mulated value of the GBR and MBR as the GBR and
MBR of the dedicated bearer.

17. An apparatus for processing a bearer comprising:

a processing module configured to:
perform shallow packet inspection SPI processing on a

traffic flow ofa service according to a preset layer-3 or
layer-4 protocol type matching rule so as to obtain an
SPI processing result;
a service quality attribute parameter determining module
configured to determine a service quality attribute
parameter of the service according to the SPI processing
result and the preset matching rule or according to the
SPI processing result and the preset matching rule; and
adedicated bearer creating module configured to report the
service quality attribute parameter of the service to a
PCRF through an Rx interface so that the PCRF creates
adedicated bearer of the service according to the service
quality attribute parameter of the service, wherein cre-
ating the dedicated bearer comprises:
acquiring a S-tuple of the service, and a guaranteed bit
rate (GBR) and a maximum bit rate (MBR) of the
service; and

according to the 5-tuple of the service and the GBR and
MBR of'the service, creating a dedicated bearer of the
service, wherein a traffic flow template (TFT) param-
eter of the dedicated bearer is the 5-tuple of the ser-
vice, and a bandwidth of the dedicated bearer is a sum
of the GBR and the MBR of the service.

18. The apparatus according to claim 17, wherein the ser-
vice quality attribute parameter specifically comprises a QoS
class identifier identifying a quality class of the service and an
allocation and retention priority ARP.
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